Wide Area Workflow Receipts and Acceptance

Vendor Registration Instructions as of December 2002

· Step 1 - Register with Central Contractor Registry (CCR) 

· Step 2 - Establish an Electronic Business (EB) Point of Contact (POC) in CCR 

· Step 3 - Establishing Group Administrators 

· Step 4 - Establish an organizational email address 

· Step 5 - Set up PCs to access WAWF-RA 

· Step 6 - Have all users self-register on the WAWF-RA web site 

· Step 7 - Follow-up (if necessary) 

Return
Step 1 - Register with Central Contractor Registry (CCR)

· All vendors must be registered in the CCR at http://www.ccr.gov in order to sell goods and services to the Department of Defense (DOD). 

· For help with registration in CCR, contact 
CCR Assistance Center
888-227-2423 or 616-961-4725 
If you do not know your CCR POC, you can contact the CCR Assistance Center at the above numbers. 

Step 2 - Establish an Electronic Business (EB) Point of Contact (POC) in CCR

· To facilitate electronic commerce between vendors and DOD, vendors must establish an EB POC for their company in CCR. 

· The EB POC will be responsible for authorizing vendor employee(s) access to submit, modify and/or view data on behalf of the vendor. In WAWF-RA terminology, the EB POC also functions as the Group Administrator (GAM). See Step 3. 

· The CCR POC is responsible for entering EB POC data in CCR. 

· To see if an EB POC is listed for a specific company, go to http://www.ccr.gov and click on "Search CCR". Where prompted, enter the DUNS or Cage or Company Name and click "Submit Query". If you are presented with a list of DUNS numbers, you will need to pick the specific location and click on the DUNS number. Scroll to the bottom of the Inquiry Results page. There you can see if anyone is listed as the EB POC. If no one is listed, the company has not identified an EB POC yet. 

· If a vendor sees that there is no one listed as their EB POC, they need to contact the CCR POC and ask the CCR to update the company's registration to include the EB POC. 

· Each vendor organization may establish up to two EB POCs (primary and alternate) for each Cage/DUNS combination. 

Step 3 - Establishing Additional Group Administrator (GAM)

· In medium to large sized companies, there may be a need to establish more than one GAM. 

· A GAM determines who has access to their data submitted in WAWF. 

· Vendors can appoint more than one Group Administrator (GAM) to manage and activate various users in the vendor's organization to have access to WAWF data. The initial GAM shall be the person designated as the EB POC. 

· To appoint additional GAMs, each vendor must submit an official appointment letter signed by the EB POC. The appointment letter should be faxed to the WAWF-RA Customer Support Center. See sample GAM Appointment letter. 

· The Group Administrator's Manual is available for reviewing to all WAWF registered users. The GAM Manual can be found in the Software Users Manual link within the WAWF application. 

Step 4 - Establish an organizational email address

· WAWF-RA routes information according to CAGE codes. WAWF documents themselves do not get routed, but status information about the documents is sent in emails. For example, email confirmations are sent when a vendor SUBMITS a document. Email notices are sent when the government ACCEPTS or REJECTS the document. 

· In order to receive status information about the WAWF documents, vendors need to establish organizational email accounts and determine who will have access to this organizational email account. 

· Ensure that the organizational email address is operational and can receive email prior to registering it with the WAWF-RA Customer Support Center. 

· The GAM or EB POC shall provide the organizational email to the WAWF-RA Customer Support Center. 

· Note: If you do not set up an organizational email address, the personal email address of the first person who self-registers from your CAGE/DUNS code will be used as the organizational email address. 

Step 5 - Set up PCs to access WAWF-RA

· Set up the PCs of your organization's users to access WAWF-RA. 

· Select the "Setting Up Your Machine" link on the WAWF-RA home page for more information. 

Step 6 - Have all users self-register on the WAWF-RA web site

· Every user of WAWF-RA must self-register on the WAWF-RA web site by completing the online registration form. 

· Select the "Self Register" link on the WAWF-RA home page and follow the instructions. 

· Users may access WAWF-RA with either a User ID/Password combination or a PKI certificate. Users who want to use a PKI certificate must obtain it before self-registering. 

· PKI Certificates may be obtained from one of the approved Interim External Certificate Authorities: Operational Research Consultants Inc. http://eca.orc.com, Digital Signature Trust Co. http://www.digsigtrust.com/federal/dod.html, or Verisign: http://www.verisign.com/enterprise/government/ieca-dod.html. The web sites provide the instructions needed to acquire a PKI Certificate. 

· If further assistance is needed, contact the WAWF-RA Customer Service Center. 

· Note: Registrations will not be activated until the WAWF-RA Customer Support Center receives an email from the EB POC/GAM. 

Step 7- Follow-up (if necessary)

If a user's account hasn't been activated within 2 business days of self-registering,notify the EB POC or WAWF Customer Support Center. 

 

WAWF Deployment Checklist

This checklist is for DoD entities who are new to Wide Area Workflow-Receipts/Acceptance (WAWF-RA).  The checklist below identifies the minimum steps necessary to begin using the application.  Several steps can be completed concurrently.

 1.
Identify Functional Lead 

· Primary person for coordinating deployment

 2.
Identify contract(s) to participate in the WAWF-RA pilot.  Track:

· Contractor Company name, cage code

· Contract Number (if GSA contract, include Delivery Order Number)

· COR Name/POC

3.
Verify contracts to be used are in Electronic Document Access

· Contracting office can do this at <http://eda.ogden.disa.mil/>

4.
Make sure that the contract is assigned valid DoDAACs

· Validate DoDAAC at https://day2k1.daas.dla.mil/dodaac
5.
Contact Vendor participants

· Recommend via letter notification

6.
Ensure Vendor establish EB POC in CCR. 

· Authorizing agent on behalf of the vendor's organization/company 

7.
Contact installation-level Local Area Network (if applicable)

· To gain approval to use software on LAN and to assist PC set-up issues

8.
Determine WAWF-RA roles and responsibilities (both Government and Vendor)

· Identify applicable workflow users (i.e. inspectors, acceptors, local process officers, pay officials)

· Identify individuals to monitor the workflow (view only users)

· Identify the contractor POC who will submit invoices and/or receiving report, e.g. the individual at the vendor's site responsible for this activity.  If the vendor would like to submit data via FTP or EDI, refer to the "WAWF FTP/EDI Guides" (available after the vendor's account is activated) or contact the Customer Support Center.

9.
Complete DD Form 2875 

· Applicable for GAM (Gov't and Vendor) and Government Users

10.
Notify appropriate DFAS payment office

· Ensure DFAS Payment office ready (registered and trained)

11.
Ensure Location Code Exists within a WAWF-RA Group Structure (both Government and Vendor) 

· Each Location Code (Cage Code or DoDAAC) must be set-up in a group structure prior to user registration.  To verify a group name for a Location Code, either contact your WAWF-RA EB POC or the WAWF-RA Customer Support Center.

12.
Set-up an organizational e-mail (both government and vendor)

· All WAWF-RA documents status messages related to the DoDAAC (or CAGE) will be sent to this email address

13.
Ensure Service/Agency Government entity establish Group Administrator. 

· Authorizing agent on behalf of Government activity.  Follow-up with WAWF-RA Customer Support Center to ensure GAM account is activated.

14.
Ensure participating Government personnel have valid DoD PKI certificates. 

· Government personnel can use UserID/password until they receive a DoD PKI cert

15.
Configure workstation (both Government personnel and vendors)

16.
Self Register (both Government and Vendor)

17.
Provide training (government personnel and vendors). 

· Web training at <http://www.wawftraining.com/> or hands-on exercise at <https://wawftraining.eb.mil/>
