DoD PERSONNEL ONLY

Instructions to Register in PIEE for EDA and CID Database Access

Step 1: Open PIEE at https://piee.eb.mil/piee-landing/

Step 2: Select “Register” in the upper right hand corner
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Procurement Integrated Enterprise Environment

Enterprise services, capabilities, and systems supporting the end-to-end Procure-to-Pay (P2P) business
process

VIEW FEATURES ‘ VIEW RESOURCES

Step 3: Click on “I Agree” on the Privacy Act Statement.

Procurement Integrated
6.3 Enterprise Environment

Privacy Act Statement

AUTHORITY: Executive Order 10450, 9397; and Public Law 99-474, the Computer Fraud ang

PRINCIPAL PURPOSE: To record names, signatures, and other identifiers for the purpose of validating
information. NOTE: Records may be maintained in both electronic and/or papel

ROUTINE USES: None

DISCLOSURE: Disclosure of this information is voluntary; however, failure to provide the reque

I have read and understand the terms and conditions for use of this website.

Step 4: Select “Government-DoD.”

Procurement

Enterprise Em

‘What type of user are you?

& Govemment - DoD

& Govemment - Non-DoD
4 Govemment Support Contractor - Supporting DoD Organization
4 Government Support Contractor - Supporting Non-DoD Organization

& Vendor

Note: A security clearance is NOT required to access any of the icati in the Enterprise Environm|
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REGISTER LOGIN



https://wawf.eb.mil/piee-landing/

Step 5: Set up your account with your CAC. Click the drop down arrow in the box under “How will you be

accessing the Procurement Integrated Enterprise Environment applications?” Select “Common Access
Card/Personal Identity Verification”.

1
Registration Steps Authentication

1. Registration Home How will you be accessing the Procurement Integrated Enterprise Environment applications? *

2. Authentication <01

Please follow the Machine Setup Instructions prior to registering a Software Certificate
types.

o

Step 6: Select “LOG IN WITH CAC/PIV”.

Authentication

How will you be accessing the Procurement Integrated Enterprise Environment application;

[Common Access Card / Personal Identity Verification

Please follow the Machine Setup Instructions prior to registering a Software Cer
types.

Please click on the Certificate Login button to select the appropriate certificate.

LOG IN WITH CAC / PIV

CAC Help?

© Help

Step 7: This will start Java Script running and a Security Warning will appear. Click the box to the left of “I
accept the risk and want to run this application.” Then click “Run.”

Security Warning

Do you want to run this application?

Name: Wide Area Workflow e-Business
Publisher: UNEMOWMN

Location: https: /fwawf.eb.mil

Running this application may be a security risk

Risk: This application will run with unrestricted access which may put your computer and personal
information at risk. The information provided is unreliable or unknown so it is recommended not to
run this application unless you are familiar with its source

Maore Information

the box below, then click Run to start the application

{ accept the risk and want to run this application ;




Step 8: The Select Your Certificate window will appear. Select the certificate you want to use to log in and
then click “OK.” Note which certificate you select. You will need to use the same certificate each time
you log in.

Select your Certificate

Select the certificate you want fo use.

Note: The X509 Certificates from your Personal Certificate Store that are used for Digital Signing and Non-Repudiation will be displayed. The X509 Certificate with the Non-Repudiation is requirsd for the
Dacument Signing

Issuedio | Issued by I Friendly name I Expiration Date
CARSE.JENNIFERL 1276240710 |DoD 1D CA51 |ID - CARSE JENNIFER.L 1276240710 |Fri Jun 24 12.50.59 EDT 2022
# (CARSE.JENNIFER.L.1276240710 |DOD ID CA-51 I - CARSE.JENNIFER.L.12762407. ‘FH Jun 24 19:59:59 EDT 2022

) e

AppletVersion: 6. 1.1 Build Date: 2019.10.02.15 19 UTC

Step 9: Select “Government — DoD”

What type of user are you?
& Govemnment - DoD I

2 Government - Non-DoD
2 Govemment Support Contractor - Supporting DoD Organization
2 Govemnment Support Contractor - Supporting Non-DoD Organization

& Vendor

Note: A security clearance is NOT required to access any of the applications in the

I

Step 10: Select the drop down arrow in the box under “How will you be accessing the Procurement Integrated

Enterprise Environment applications?” Select “Common Access Card/Personal Identity Verification.”
Select “LOG IN WITH CAC/PIV.”

Registration Steps Authentication

1. Registration Home How will you be accessing the Procurement Integrated Enterprise Environment applications? *

2. Authentication <)t

[Common Access Card / Personal Identity Verification

Please follow the Machine Setup Instructions prior to registering a Software Certifica
types.

Please click on the Certificate Login button to select the appropriate certificate.

LOG IN WITH CAC / PIV

Step 11: The system will generate an automatic User ID. Do Not change the ID. Select “Next.”

Authentication - Certificate User ID

How will you be accessing the Procurement 1 Enterprise El ar 2

‘Common Access Card / Personal ldentity Verification

The user ID has been auto generated based upon the cerificate selected. Optionally, you may change the user ID generated to a user ID that conforms to the rules displayed

User ID

User ID Rules

+ Minimum & Characters.

+ May Gontain ONLY the following special characters ~ 15 ._{}

+ May NOT contain spaces.

- Must not already be registered in the Procurement Integrated Enterprise Environment.

I [EDIPI1147358209 X




Step 12: Fill out the User Profile Information. If you are a Contracting Officer, then proceed to Step 12b.

Stepl2a: Complete all required fields. If you are registering as an 1102, a pop up window will appear
requesting Warrant Information. Select “No.” After completing all required fields, Select
“Next.” (Proceed to Step 13)

Registration Steps User Profile
1. Registration Home First Name = Middle Name Last Name * Suffix
2. Authentication Kon Marietta
3. User ID Home Organization DoDAAC/FEDAAC* © i Organization * Job Series Job Title * Grade/Rank ~
GPC DoDAAC Lookup
4 Profile <Ot DCMA — Please Select — v
S5113a
Email * Confirm Email * Cyber Awareness Training Date *
Commercial Telephone ! Extension Intl Country Code and Phene ! Mobile Telephone DSN Telephone
Citizenship * Designation *
Us v — Please Select — v

H save Registration © Help

Step 12b: Complete all required fields. A pop up will appear requesting your Warrant Information.
Select Yes and enter the required Warrant information as well as upload your Warrant
Certificate. After completing all required fields, Select “Next.”

Warrant Information

L8 You are required to enter the warrant information because you have entered
Job Series of 1102.

Do you have an Active Warrant?

m

Step 13: Fill out the Supervisor/Agency form. Enter your Supervisor’s information. In the case that you have
an Alternate Supervisor, please enter that information as well. Click “Next.”
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Step 14: Complete the Roles form. (The purpose of these instructions is to access the CID database.

roles with your Supervisor.)
Step 14a:
Step 14b:

Step 14c:

Under the heading Step 1, select EDA — Electronic Data Access.
Under the heading Step 2, select your User Rolls for EDA.

Under the heading Step 3, select “Add Roles.”

Discuss any additonal

Registration Steps Roles

1. Registration Home

2. Authentication
[EZX select the appropriate Application from the list below

3. User ID EDA - Electronic Data Access v

4. Profile

« Info: The Upload Documents role may require additional information to be added. You may click the Additional Permissions link, for the role, to add the required information. X

Select One or More Roles from the list below (Ctri+Click)

User Roles for EDA
Acquisition Sensitive Reporting
Advanced Reporting
CDRPOC
Contract Deficiency Report (Legacy)

[EZEY Click 'Add Roles'

A + Add Roles

v
5. Supervisor / Agency Contract Deficiency Report (Legacy) - ACO
6. Roles 1
[ESX Fill out the required i for the
Roles Summary
Application Role Location Code Type Loeation Code * Extension Group |- Action
CLOSEOUT CCO Contract Specialist DoDAAG v s5113A NiA Delete
oLs Procurement AnalystPolicy Analyst DoDAAC v SEI13A N/A Delete

Step 14d:

This will take you back to the Roles screen. Once you have selected your roles and verified
that your list of roles is accurate and complete, then Select “Next.”

Registration Steps Roles

1. Registration Home [EZED Select the appropriate Application from the list below

[EIEA Select One or More Roles from the list below (Ctrl+Click)

[EZE3 Click 'Add Roles

Showing 1 to 9 of 9 entries

If you need access to any other applications, Repeat Steps 1 to 4 again

e e

2. Authentication WAWF - Wide Area Workflow v User Roles for WAWF = Add Roles
Acceptor A
Acceptor View Only
3. User ID Admin By View Only
Cost Voucher Administrator v
4. Profile Cost Voucher Approver
5 Supenvisor / Agency [T Fill out the required i for the appli
6. Roles
Roles Summary
Application Role Location Code Type Location Code * Extension Group Action
GLOSEOUT CCO Contract Specialist DoDAAG v S5113A NA Delete
cLs Procurement Analyst/Policy Analyst DoDAAC v S5113A NA Delete
EDA Contracts NIA S5113A NA Delete
GFP GFP Approver DoDAAC v S5113A NA Delete
GFP Contracting Specialist DoDAAG v S5113A NA Delete
PALT PALT and Protest Contracting Official DoDAAC v S5113A NA Delete
PCM Contractor DoDAAC Manager DoDAAC v S5113A NIA Delete
SPM | EDA| CCM | JAM Contract Specialist DoDAAC v s5113A NA Delete
WAWF Issue By View Only DoDAAC v s5113A Delete

Step 15: Complete Justification form.

Registration Steps Justification / Attachments
1. Registration Home

2. Authentication

3 User ID

= Info: Auto-registered EDA Role Advanced Reporting for $5113A from CLS Role Procurement Analyst/Policy Analyst

[I3Provide justification for access and upload any necessary attachments

4. Profile

5. Supervisor / Agency

6. Roles Attachments
7. Justification <t
Procurement Ei ise Ei

information in this system.

> Next < Previous © Help

s designated for Sensitive Unelassified i

ONLY. Do NOT enter classified




Step 16: Electronically sign the Agreement page. Select Signature to digitally sign the document.

Registration Steps Agreement W

1. Registration Home
Statement of Accountability Agreement

2. Authentication

I understand my obligation to protect my tificate. | assume the for the data and system | am granted access to. | will not exceed my authorized access. N
3. User ID |Standard Mandatory Notice & Consent Provision For All DoD Information System User Agreements 9 May 2008.
. |Security and Privacy Rules of Behavior (ROB) / Acceptable Use Policy (AUP) 14 Jan 2010.
rofile
The U.S. Government routinely intercepts and monitors communications on this information system for purposes including, but not limited to, penetration testing, communications security (COMSEC) monitoring,
5. Supervisor / Agency network operations and defense, personnel (PM), law enforcement (LE), and counts ©n
At any time, the U.S. Government may inspect and seize data stored on this information system
6. Roles Communications using, or data stored on, this information system are ot private, are subject to routine monitoring, interception, and search, and may be disclosed or used for any U.S. Govemment-authorized
purpose.
7 Justification This information system includes security measures (e.g., authentication and access controls) to protect U.S. Government interests—not for your personal benefit or privacy.
Notwithstanding the above, using an information system does not constitute consent to personnel law or searching or monitoring of the content of privileged
8 Summary communications or data (including work product) that are related to personal representation or services by attorneys, psychotherapists, or clergy, and their assistants. Under these circumstances, such
communications and work product are private and confidential as further explained below: »
9. Agreement < Nothing in the User Agreement shall be interpreted to limit the user's consent to, or in any other way restrict or affect, any U. S, actions for purposes of network administration, operation,

By signing below, | accept the System User Agreement and Rules of Behavior / Acceptable Use Policy.

Signature Date Government Organization *

2019/12/10 85113A

11" CONGRATULATIONS !!!

Step 17: If the signature is properly authenticated by the system, then the screen below will appear confirming
your Registration is complete. Please remember that your account has to be approved by both your
Supervisor and the GAM before you will be able to access the PIEE, EDA or the CID Database.

Successful Registration

You have successfully registered for the following applications. You will receive an e-mail centaining your User ID.
» CCM - Contracting Communication Module

CLOSEOUT - Contract Closeout

» CLS - Clause Logic Service

EDA - Electronic Data Access

» GFP - Government Furnished Property

JAM - Joint Appointment Module

PALT - PALT & Protest Tracker

PCM - Purpose Code Management

SPM - Surveillance and Performance Monitoring Module

+ WAWF - Wide Area Workflow

mylnvoice

The approval request will go to your Supervisor(s)/Sponsor.

Once you have been approved by your Supervisor(s)/Sponsor, the approval request will go to an administrator.

Once you have been activated by an administrator, you will receive another email notifying you of the role(s) for which you have been activated

You may log into Procurement Integrated Enterprise Environment to check the status of your request or make changes to your profile and role information.
If you have any questions, please contact the Customer Support.




